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1 Each year the number of STOP subgrantees 
changes. The number 2,500 is based on the number 
of reports that OVW has received in the past from 
STOP subgrantees. 

take the 56 respondents (STOP 
administrators) approximately one hour 
to complete an annual progress report. 
It is estimated that it will take 
approximately one hour for roughly 
2500 subgrantees 1 to complete the 
relevant portion of the annual progress 
report. The Annual Progress Report for 
the STOP Formula Grant Program is 
divided into sections that pertain to the 
different types of activities that 
subgrantees may engage in and the 
different types of subgrantees that 
receive funds, i.e. law enforcement 
agencies, prosecutors’ offices, courts, 
victim services agencies, etc. 

(6) An estimate of the total public 
burden (in hours) associated with the 
collection: The total annual hour burden 
to complete the annual progress report 
is 2556 hours. 

If additional information is required 
contact: Lynn Bryant, Deputy Clearance 
Officer, United States Department of 
Justice, Justice Management Division, 
Policy and Planning Staff, Suite 1600, 
Patrick Henry Building, 601 D Street 
NW., Washington, DC 20530. 

Dated: February 27, 2007. 
Lynn Bryant, 
Department Clearance Officer, United States 
Department of Justice. 
[FR Doc. E7–3723 Filed 3–2–07; 8:45 am] 
BILLING CODE 4410–FX–P 

DEPARTMENT OF JUSTICE 

[AAG/A Order No. 005–2007] 

Privacy Act of 1974; System of 
Records 

AGENCY: United States Marshals Service, 
DOJ. 
ACTION: Modified System of Records. 

SUMMARY: Pursuant to the provisions of 
the Privacy Act of 1974, 5 U.S.C. 552a, 
notice is given that the Department of 
Justices (DOJ) proposes to modify a 
United States Marshals Service (USMS) 
system of records entitled ‘‘Warrant 
Information Network (WIN), USM–007.’’ 

Changes have been made to the 
‘‘Categories of Individuals Covered by 
the System’’ to include individuals 
suspected in a state’s case that has been 
adopted by a USMS-sponsored task 
force; individuals for whom the USMS 
is conducting a criminal investigation or 
aiding in a criminal investigation by 
another law enforcement agency; 
missing persons, including children, for 
whom the USMS is conducting an 

investigation or aiding in a criminal 
investigation by another law 
enforcement agency; individuals, and 
their associates, who are the subject of, 
and who may provide information, 
assistance or leads in USMS fugitive, 
criminal, or missing persons 
investigations. Other changes are made 
consistent with the new categories of 
individuals covered, necessary updates 
are made, and routine uses have been 
revised to conform with DOJ model 
routine use language. 
DATES: In accordance with the 
requirements of 5 U.S.C. 552a (e)(4) and 
(11), the public is given a 30 day period 
in which to comment. The Office of 
Management and Budget (OMB), which 
has oversight responsibility under the 
Act, has 40 days in which to conclude 
its review of the system. Therefore, 
please submit any comments by April 
16, 2007 
ADDRESSES: The public, OMB and the 
Congress are invited to submit any 
comments to Mary E. Cahill, 
Management and Planning Staff, Justice 
Management Division, Department of 
Justice, Washington, DC 20530 (Room 
1400 National Place Building), 
Facsimile Number 202–307–1853. 
FOR FURTHER INFORMATION CONTACT: Ed 
Bordley on 202–307–8571. 
SUPPLEMENTARY INFORMATION: The notice 
for USM–007 was last published on 
November 8, 1999 at 64 FR 60832, 39. 

In accordance with 5 U.S.C. 552a (r), 
the Department has provided a report to 
OMB and appropriate members of 
Congress. 

Dated: February 22, 2007. 
Lee J. Lofthus, 
Assistant Attorney General for 
Administration. 

JUSTICE/USM–007 

SYSTEM NAME: 
Warrant Information Network (WIN). 

SECURITY CLASSIFICATION: 
Limited Official Use. 

SYSTEM LOCATION: 
Primary System: Investigative 

Services Division, U.S. Marshals Service 
(USMS), CS–4, Washington, DC 20530– 
1000. 

Decentralized Segments: Each district 
office of the USMS maintains their own 
files. The addresses of USMS district 
offices are available on the Internet at 
http://www.usdoj.gov/marshals/ 
usmsofc.html. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

Individuals for whom federal 
warrants have been issued; individuals 

for whom State or local warrants have 
been issued when the warrant is part of 
a USMS sponsored multi-agency task 
force; individuals suspected in a state’s 
case that has been adopted by a USMS- 
sponsored task force; individuals for 
whom the USMS is conducting a 
criminal investigation or aiding in a 
criminal investigation by another law 
enforcement agency; missing persons, 
including children, for whom the USMS 
is conducting an investigation or aiding 
in a criminal investigation by another 
law enforcement agency; individuals, 
and their associates, who are the subject 
of, and who may provide information, 
assistance or leads in USMS fugitive, 
criminal, or missing persons 
investigations. 

CATEGORIES OF RECORDS IN THE SYSTEM: 

Computerized records in this system 
consist of information pertaining to a 
warrant such as dates, issuing federal 
district, nature of the offense, 
investigative notes, information related 
to subjects, including biographical data, 
physical description, and criminal 
history, and a subject’s association with 
other individuals, dangerous gangs, 
extremist groups, or other organizations; 
information concerning criminal and/or 
missing persons investigations, such as 
the evidence collected in support of 
criminal and/or missing persons 
investigations, the nature of the crime, 
investigative reports, investigative 
notes, biographical data relating to the 
investigation’s subject and the subject’s 
associates. Information on associates 
includes physical description, 
photographs, numerical identifiers, 
addresses, driver’s license information 
and investigative information furnished 
by other federal, state or local law 
enforcement or other government 
agencies and non-government sources. 
In addition to the abbreviated data 
described above, the complete file 
contains the warrant and other court 
records and internal correspondence 
relating to the warrant; photographs; 
wanted flyers/posters; and investigative 
reports reflecting patterns of activity, 
leads, witnesses’ and other persons’ 
statements. Investigative reports and 
criminal record information from other 
federal, state, local, and foreign law 
enforcement agencies participating in or 
cooperating with USMS fugitive, 
criminal, or missing person 
investigations and apprehension efforts 
are also included in this system. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 

28 U.S.C. 509, 510, and 561 et seq.; 28 
CFR 0.111(a) and (q). 
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PURPOSE(S): 

The USMS is responsible for ensuring 
the judicial system’s effective operation 
through the execution of federal arrest 
warrants, parole violator warrants, 
federal custodial and extradition 
warrants, and by investigating fugitive, 
criminal, and missing person matters. 
The WIN system facilitates the efficient 
management and administration of 
warrant executions and USMS fugitive, 
criminal and missing person 
investigations through the collection, 
flow, analysis, dissemination and 
maintenance of records and information 
necessary to accomplish these missions. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

RECORDS OR INFORMATION MAY BE DISCLOSED: 

(a) To public and private 
organizations, individuals, and federal, 
state, territorial, local and foreign 
agencies to the extent necessary to 
obtain information or cooperation in 
USMS investigations and apprehension 
efforts; 

(b) To any criminal, civil, or 
regulatory law enforcement authority 
(whether federal, state, territorial, local, 
tribal, or foreign) where the information 
is relevant to the recipient entity’s law 
enforcement responsibilities; 

(c) To contractors, grantees, experts, 
consultants, students, and others 
performing or working on a contract, 
service, grant, cooperative agreement, or 
other assignment for the Federal 
Government, when necessary to 
accomplish an agency function related 
to this system of records; 

(d) In an appropriate proceeding 
before a court, or administrative or 
adjudicative body, when the 
Department of Justice determines that 
the records are arguably relevant to the 
proceeding; or in an appropriate 
proceeding before an administrative or 
adjudicative body when the adjudicator 
determines the records to be relevant to 
the proceeding; 

(e) To the news media and the public, 
including disclosures pursuant to 28 
CFR 50.2, unless it is determined that 
release of the specific information in the 
context of a particular case would 
constitute an unwarranted invasion of 
personal privacy; 

(f) To a Member of Congress or staff 
acting upon the Member’s behalf when 
the Member or staff requests the 
information on behalf of, and at the 
request of, the individual who is the 
subject of the record; 

(g) To the National Archives and 
Records Administration for purposes of 
records management inspections 

conducted under the authority of 44 
U.S.C. 2904 and 2906; 

(h) To an actual or potential party to 
litigation or the party’s authorized 
representative for the purpose of 
negotiation or discussion of such 
matters as settlement, plea bargaining, 
or in informal discovery proceedings; 

(i) To federal, state, territorial, local, 
tribal, foreign, or international licensing 
agencies or associations which require 
information concerning the suitability 
or eligibility of an individual for a 
license or permit; 

(j) A record may be disclosed to 
designated officers and employees of 
state, territorial, local (including the 
District of Columbia), or tribal law 
enforcement or detention agencies in 
connection with the hiring or continued 
employment of an employee or 
contractor, where the employee or 
contractor would occupy or occupies a 
position of public trust as a law 
enforcement officer or detention officer 
having direct contact with the public or 
with prisoners or detainees, to the 
extent that the information is relevant 
and necessary to the recipient agency’s 
decision; 

(k) To a former employee of the 
Department for purposes of: Responding 
to an official inquiry by a federal, state, 
or local government entity or 
professional licensing authority, in 
accordance with applicable Department 
regulations; or facilitating 
communications with a former 
employee that may be necessary for 
personnel-related or other official 
purposes where the Department requires 
information and/or consultation 
assistance from the former employee 
regarding a matter within that person’s 
former area of responsibility. 

(l) To appropriate agencies, entities, 
and persons when (1) the Department 
suspects or has confirmed that the 
security or confidentiality of 
information in the system of records has 
been compromised; (2) the Department 
has determined that as a result of the 
suspected or confirmed compromise 
there is a risk of harm to economic or 
property interests, identity theft or 
fraud, or harm to the security or 
integrity of this system or other systems 
or programs (whether maintained by the 
Department or another agency or entity) 
that rely upon the compromised 
information; and (3) the disclosure 
made to such agencies, entities, and 
persons is reasonably necessary to assist 
in connection with the Department’s 
efforts to respond to the suspected or 
confirmed compromise and prevent, 
minimize, or remedy such harm. 

Disclosure to Consumer Reporting 
Agencies: Not Applicable. 

POLICIES AND PRACTICES FOR STORING, 
RETRIEVING, ACCESSING, RETAINING, AND 
DISPOSING OF RECORDS IN THE SYSTEM: 

STORAGE: 
Records are stored in standard file 

folders. Duplicate copies of paper 
records are stored on magnetic discs. 

RETRIEVABILITY: 
Records are retrieved by individual 

names or identifying numbers. 

SAFEGUARDS: 
Except as otherwise noted in 

paragraph (b) under ‘‘Routine uses,’’ 
access is restricted to personnel in the 
Investigative Services Division and in 
each USMS district office. Access to 
computerized records is safeguarded by 
user identification and password 
restrictions. Paper records are 
maintained in filing cabinets within 
supervised areas of the U.S. Marshals’ 
offices. District and headquarters offices 
are locked during working and non-duty 
hours and entry is restricted to 
employees with official identification. 

RETENTION AND DISPOSAL: 
Records are kept in an operating file 

until warrant is executed and then 
transferred to a closed file. Closed files 
are retained for one year after file is 
closed, then transferred to the Federal 
Records Center and destroyed after 55 
years. Computerized records are 
retained indefinitely as an operating file 
or as a closed case file. 

SYSTEM MANAGER(S) AND ADDRESS: 
Assistant Director, Investigative 

Services Division, U.S. Marshals 
Service, CS–4, Washington, DC 20530– 
1000. 

NOTIFICATION PROCEDURE: 
Same as ‘‘Record access procedures.’’ 

RECORD ACCESS PROCEDURES: 
Make all requests for access in writing 

and clearly mark the letter and envelope 
‘‘Freedom of Information/Privacy Act 
Request.’’ Clearly indicate the name of 
the requester, nature of the record 
sought, approximate date of the record, 
and provide the required verification of 
identity (28 CFR 16.41(d)). Direct all 
requests to the system manager 
identified above, Attention: FOI/PA 
Officer, and provide a return address for 
transmitting the information. 

CONTESTING RECORD PROCEDURES: 
Direct all requests to contest or amend 

information to the system manager 
identified above. State clearly and 
concisely the information being 
contested, the reason for contesting it, 
and the proposed amendment to the 
information sought. Clearly mark the 

VerDate Aug<31>2005 15:17 Mar 02, 2007 Jkt 211001 PO 00000 Frm 00054 Fmt 4703 Sfmt 4703 E:\FR\FM\05MRN1.SGM 05MRN1er
jo

ne
s 

on
 P

R
O

D
P

C
74

 w
ith

 N
O

T
IC

E
S



9779 Federal Register / Vol. 72, No. 42 / Monday, March 5, 2007 / Notices 

envelope ‘‘Freedom of Information/ 
Privacy Act Request.’’ 

RECORD SOURCE CATEGORIES: 
Information is obtained from the 

courts, federal, state, local and foreign 
law enforcement agencies, public and 
private organizations, commercial 
information resellers, witnesses, 
informants, and other persons 
interviewed during the course of the 
fugitive, criminal, or missing person 
investigations. 

EXEMPTIONS CLAIMED FOR THE SYSTEM: 
The Attorney General has exempted 

this system from subsections (c)(3) and 
(4), (d), (e)(1), (2) and (3), (e)(4)(G) and 
(H), (e)(5), (e)(8), (f) and (g) of the 
Privacy Act pursuant to 5 U.S.C. 
552a(j)(2). Rules have been promulgated 
in accordance with the requirements of 
5 U.S.C. 553(b), (c), and (e) and have 
been published in the Federal Register. 
See 28 CFR 16.101. 

[FR Doc. E7–3757 Filed 3–2–07; 8:45 am] 
BILLING CODE 4410–04–P 

DEPARTMENT OF JUSTICE 

Office of Justice Programs 

[OJP (OJP) Docket No. 1467] 

Meeting of the Department of Justice’s 
Global Justice Information Sharing 
Initiative Federal Advisory Committee 

AGENCY: Office of Justice Programs, 
Justice. 
ACTION: Notice of meeting. 

SUMMARY: This is an announcement for 
a meeting of the Department of Justice’s 
Global Justice Information Sharing 
Initiative (Global) Federal Advisory 
Committee (GAC) to discuss the Global 
Initiative, as described at http:// 
www.it.ojp.gov/global. 
DATES: The meeting will take place on 
Wednesday, April 18, 2007, from 8:30 
a.m. to 4 p.m. ET. 
ADDRESSES: The meeting will take place 
at the Sheraton Crystal City Hotel, 1800 
Jefferson Davis Highway, Arlington, 
Virginia 22202; Phone: (703) 486–1111. 
FOR FURTHER INFORMATION CONTACT: J. 
Patrick McCreary, Global Designated 
Federal Employee (DFE), Bureau of 
Justice Assistance, Office of Justice 
Programs, 810 7th Street, Washington, 
DC 20531; Phone: (202) 616–0532 [note: 
this is not a toll-free number]; E-mail: 
James.P.McCreary@usdoj.gov. 
SUPPLEMENTARY INFORMATION: 

Purpose 
The GAC acts as the focal point for 

justice information systems integration 

activities in order to facilitate the 
coordination of technical, funding, and 
legislative strategies in support of the 
Administration’s justice priorities. 

In addition, the GAC guides and 
monitors the development of the Global 
information sharing concept. It advises 
the Attorney General, the President 
(through the Attorney General), the 
Assistant Attorney General, Office of 
Justice Programs, and local, state, tribal, 
and federal policymakers in the 
executive, legislative, and judicial 
branches. The GAC also advocates for 
strategies for accomplishing a Global 
information sharing capability. 

Meeting Registration and 
Accommodation 

This meeting is open to the public. 
Due to security measures, however, 
members of the public who wish to 
attend this meeting must register with 
Mr. J. Patrick McCreary at the above 
address at least (7) days in advance of 
the meeting. Registrations will be 
accepted on a space available basis. No 
persons will be allowed access to the 
meeting without registering. All 
attendees will be required to sign in at 
the meeting registration desk. Please 
bring photo identification and allow 
extra time prior to the meeting. 

Interested persons whose registrations 
have been accepted may be permitted to 
participate in the discussions at the 
discretion of the meeting chairman and 
with approval of the DFE. 

Anyone requiring special 
accommodations should notify Mr. 
McCreary at least seven (7) days in 
advance of the meeting. 

J. Patrick McCreary, 
Global DFE, Bureau of Justice Assistance, 
Office of Justice Programs. 
[FR Doc. 07–983 Filed 3–2–07; 8:45 am] 
BILLING CODE 4410–18–P 

DEPARTMENT OF LABOR 

Office of Disability Employment Policy 

[OMB Number 1230–0NEW] 

Notice of Proposed Data Collection 

SUMMARY: The U.S. Department of 
Labor, as part of its continuing effort to 
reduce paperwork and respondent 
burden, conducts a pre-clearance 
consultation process to provide the 
general public and Federal agencies 
with an opportunity to comment on 
proposed and/or continuing collections 
of information in accordance with the 
Paperwork Reduction Act of 1995 
(PRA95) [44 U.S.C. 3506(c)(2)(A)]. This 
process helps ensure that requested data 

can be provided in the desired format, 
reporting burdens are minimized, 
collection instruments are clearly 
understood, and the impact of collection 
requirements on respondents can be 
properly assessed. Currently the Office 
of Disability Employment Policy (ODEP) 
is soliciting comments concerning a 
proposed data collection for the 
following Employer Assistance Referral 
Network (EARN) survey: Survey of 
Employer Perspectives on the 
Employment of People with Disabilities. 
A copy of the proposed information 
collection request (ICR) can be obtained 
by contacting the office listed below in 
the address section of this notice. 
DATES: Written comments must be 
submitted to the office shown in the 
address section below on or before May 
4, 2007. 
ADDRESSES: Richard Horne, U.S. 
Department of Labor, Office of Disability 
Employment Policy, 200 Constitution 
Avenue, NW., Suite S–1303, 
Washington, DC 20210. Telephone: 
(202) 693–7880. This is not a toll-free 
number. 
FOR FURTHER INFORMATION CONTACT: 
Richard Horne, telephone: (202) 693– 
7880, e-mail: horne.richard@dol.gov. 
SUPPLEMENTARY INFORMATION: 

I. Background 
The Employer Assistance Referral 

Network (EARN) is a nationwide service 
designed to provide employers with a 
technical, educational, and 
informational resource to simplify and 
encourage the hiring of qualified 
workers. Historically, disability 
programs required employers to do 
much of the work in the finding and 
hiring of people with disabilities. The 
Office of Disability Employment Policy 
(ODEP) of the Department of Labor has 
designed EARN to alleviate these 
barriers and do much of the work for the 
employer. 

EARN is a service from the Office of 
Disability Employment Policy (ODEP) of 
the Department of Labor. This referral 
service links employers with providers 
who refer appropriate candidates with 
disabilities. The service is provided by 
means of a nationwide toll-free Call 
Center. 

EARN is a service of the Office of 
Disability Employment Policy which 
was established pursuant to section 
1(a)(1) of the Consolidated 
Appropriations Act, 2001 (Pub. L. 106– 
554) H.R. 5656, see Title I, 
‘‘Departmental Management’’) 29 U.S.C. 
551 et seq.; 5 U.S.C. 301. 

This service, and the data collection 
component is authorized pursuant to 
Pub. L. 106–554 which direct the Office 
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